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PROGRAM NAME:  Information systems cybersecurity   Program review contact:  jeremy prince
phone: 972-377-1515   									Email:   jprince@collin.edu

GUIDELINES
Time Frames:
1. Scope:  
The time frame of program review is five years, including the year of the review. 
Data being reviewed for any item should go back the previous four years, unless not available.
2. Deadline Dates: 
January 15th – Program Review Document due to Department Dean for review
February 1st – Program Review Document due to Program Review Steering Committee
3. Years:  
Years 1 & 3 – Implement Action Plan of (CIP) and collect data
Years 2 & 4 – Analyze data and findings, Update Action Plan
Year 5 – Write Program Review of past 4 years; Write Continuous Improvement Plan (CIP) and create new Action Plan

LENGTH OF RESPONSES:  Information provided to each question may vary but should be generally kept in the range of 1-2 pages.

EVIDENCE GUIDELINES:  In the following sections, you will be asked to provide evidence for assertions made.  
a. Sources:  This evidence may come from various sources including professional accreditation reviews, THECB, Texas Workforce Commission’s CREWS, Institutional Research Office (IRO), National Student Clearinghouse, IPEDS, JobsEQ, EMSI Career Coach, and may be quantitative and/or qualitative.  If you are unfamiliar with any of these information sources, contact the Institutional Research Office at: effectiveness@collin.edu.  Use of additional reliable and valid data sources of which you are aware is encouraged.
b. Examples of Evidence Statements:
1. Poor example:  Core values are integrated into coursework. (Not verifiable)
2. Good example:  Core values are integrated into coursework through written reflections. (Verifiable, but general)
3. Better example:  Core values are integrating into coursework through written reflections asking the student to describe how s/he will demonstrate each of the core values in his or her professional life and demonstrated through service learning opportunities.  (Replicable, Verifiable)
4. 
FOR MORE INFORMATION:  Documentation can be found at http://inside.collin.edu/institutionaleffect/Program_Review_Process.html.  Any further questions regarding Program Review should be addressed to the Institutional Research Office (effectiveness@collin.edu, 972.985.3714).
Section I.  Are We Doing the Right Things?

1.  WHAT DOES YOUR WORKFORCE PROGRAM DO?
A.  What is the program and its context? 
This section is used to provide an overview description of the program, its relationship to the college and the community it serves. Keep in mind the reviewer may not be familiar with your area. Therefore, provide adequate explanation as needed to ensure understanding.
Requested points to address, but not limited to:
· Program’s purpose (Include the program’s purpose/mission statement if one exists.)
· The Information Systems Cybersecurity AAS degree prepares students for a career in cybersecurity management and support in addition to the tasks relating to network management, system administration, technical support, hardware/software installation, and equipment repair. The program graduate will be able to design and install secure network systems based on customer requirements, monitor and maintain network traffic and security, and maintain network hardware and software.
· Brief explanation of the industry(s) the program serves 
· Information Technology- The field of engineering involving computer-based hardware and software systems, and communication systems, to enable the acquisition, representation, storage, transmission, and use of information.
· Telecommunication - The science and technology of communication at a distance by transmission of electrical impulses, electromagnetic waves, or optical pulses, as by telephone, radio, television, or computer network:

· Career paths and/or degree paths it prepares graduates to enter
· The Information Systems Cybersecurity AAS degree prepares students for a career in cybersecurity management and support in addition to the tasks relating to network management, system administration, technical support, hardware/software installation, and equipment repair. The program graduate will be able to design and install secure network systems based on customer requirements, monitor and maintain network traffic and security, and maintain network hardware and software.
· What regulatory standards must the program meet (THECB, Workforce, external accreditation)
· THECB
The following URLs direct to regional and state-level accreditation and/or approval of Collin College allowing the entity to offer post-secondary degrees and certificates.
· Regional Accreditation
· http://www.sacscoc.org/searchResults.asp
· State Regulations/ Approved list
· http://www.txhighereddata.org/Interactive/Institutionsshow.cfm?Type=1&Level=2

· Program outcomes
· Analyze the evidence provided.  What does this show about the program? 
B.  Executive summary:  briefly summarize the topics that are addressed in this self-study, including areas of strengths and areas of concern.  (Information to address this Executive Summary may come from later sections of this document; therefore, this summary may be written after these sections have been completed.)  Using the questions in the template as headings in the Executive Summary can provide structure to the overview document.
Collin College’s Information Systems Cybersecurity program, prepares students for a career in cybersecurity management and support in addition to the tasks relating to network management, system administration, technical support, hardware/software installation, and equipment repair. The program graduate will be able to design and install secure network systems based on customer requirements, monitor and maintain network traffic and security, and maintain network hardware and software.  The program offers dual credit classes at a number of other area school districts and has relationships with several local universities. This will provide access to higher education programs.
Faculty members support their students to via their involvement in student organizations, such as the Collin chapter of the Information Systems Security Association (ISSA). 

Our faculty members demonstrate their creativity and innovation in the program by updating the content of the course offerings within the program. They are constantly looking for methods/techniques to use new technologies to leverage their ability to deliver their courses more effectively and to a wider student body. Many of the courses in the program were developed by major corporations, and must meet specific guidelines and standards adhering closely to current industry standards.  Our Advisory board reviews our degree plans and advises us regarding which content is most important.  THECB and Federal standards are met.

Our instructors are well trained, experienced, and stay current with the latest technologies and developments in the industry, as most are also current practitioners as outside consultants to industry and government organizations. Our labs and classrooms use the most appropriate equipment for the student labs.  As we evaluate the program we recommend changes in content, assessment methods, and facility upgrades to best promote student completion and success.

The program serves hundreds of students annually and Career Coaches assist with retention and completion.  Most of these graduates acquired employment soon after graduation, and an increasing number are finding employment prior to graduation. There are over 1000 local jobs and several workforce authorities predict growth.  The program provides a valuable resource to students giving them the skills needed in today’s workforce.


2. WHY DO WE DO THE THINGS WE DO:  PROGRAM RELATIONSHIP TO THE COLLEGE MISSION, CORE VALUES & STRATEGIC PLAN.
· Provide program-specific evidence of actions that document how the program supports the College’s mission statement: “Collin County Community College District is a student and community-centered institution committed to developing skills, strengthening character, and challenging the intellect.”
The Cybersecurity program contributes to fulfilling the college mission of “developing skills” , by requiring to complete and demonstrate skills in key discipline areas:  computer networking, security planning and implementation that includes such areas as threat identification, incident response, access control, and intrusion detection and response, and finally Professional ethical and legal requirements of the career, as graduates will be exposed and will handle  Enterprise and personal identification information in most any position in this field. The integration of these skills is demonstrated in a required Capstone Course, ITSY 2341 Security Management Practices
The program also contributes to “strengthening character”, by emphasizing the immense responsibility that goes with handling the most sensitive data in an Enterprise.  This is illustrated in the “Learning Outcomes” of the following courses:
1. ITSY 1300 - Fundamentals of Information Security (Security +)
a. Outline best practices for the information security goals of confidentiality, integrity and availability.
b. Explain ethical practices; define vocabulary/terminology related to information security.
2. ITSY 2341 - Security Management Practices
a. Determine legal issues; implement network security design.
3. ITSY 2343 - Computer System Forensics
a. Identify legal issues associated with computer investigations.
4. ITSY 2572 - Certified Information Systems Security Professional (CISSP) Common Body Of Knowledge Domain Instruction
		a. Legal, Regulations, Compliance and Investigations
5. ITSY 2575 - Certified Information Security Manager (CISM)
	a. Develop a security governance plan 

Finally, the Cybersecurity faculty fulfill the college mission of “challenging the intellect” by presenting advanced topics and real-world applications as part of the curriculum.  The ITSY 2341 Security Management Practices, Capstone course, is a very challenging project-oriented course, that requires a vigorous application of the technical, strategic, and policy elements delivered throughout the curriculum.  This course is delivered by a p0ublished professional, with over 30 years of Military, Academic and Corporate Enterprise experience

· Provide program-specific evidence of actions that support the case that the program and its faculty contribute to fulfillment of the College’s core values:  “We have a passion for Learning, Service, Involvement, Creativity, Innovation, Academic Excellence, Dignity, Respect and Integrity.”
· The Information Systems Cybersecurity programs support Collin's core values in various ways. The programs offer a wide breadth of opportunities to learn using a number of techniques. In addition to the customary face-to-face classroom environment, delivery can be done via Web-based online classes, involving self-study with faculty mentoring.  Hybrid classes that join the traditional face-to-face classroom environment with modern online instruction are also available.

· Dual Credit:  An extensive analysis by the previous Department Chairman David Galley, in addition to a multi-year study by Gena Martin, the Department’s Program Administrator, pointed to the necessity of identifying future sources of students for the program.  In prior years, the unstable economy caused by the recession in 2008, coupled with the return of military veterans with the winding down of overseas conflicts, had provided the program a very stable base of students.  As the economy recovered, and the returning veterans completed their programs and either became employed or transferred to four-year programs, the department needed to identify future stable sources of students.  Gena Martin’s research and familiarity with Dual Credit that she acquired in previous positions with the college, motivated the department to aggressively pursue dual credit programs in the county.  We have had active programs with both the Frisco, Wylie and Prosper ISDs.
· The Dual-Credit program provides juniors and seniors in local high schools an opportunity to take cybersecurity courses common to both the Information Systems Cybersecurity program at Collin College and the career and technical education departments within the local school districts.  This allows high school students the opportunity to get an early start on their educational goals. 

· Collin College ISSA Chapter:  Faculty members also support the Collin College student chapter of the Information Systems Security Association (ISSA), a professional Security organization.  Collin is one of a very few Junior Colleges that has a student chapter.  The Collin ISSA chapter has co-sponsored and supported a Cyber-Security Conference at both the Preston Ridge and Spring Creek Campuses, that has drawn local Cyber-Security Enterprises, and security professionals from both Government and Industry. Some of the organizations that have been represented at the conference include Raytheon, State Farm Insurance, Texas Instruments, Dell, and Cisco.  Local Senior officials from both the Secret Service and the FBI have been featured speakers at the conference. Our support for this event has generated several thousands of dollars in scholarship funds for Collin students, as well as local donation the Collin ISSA Chapter and the Colin Society of Woman Engineers (SWE) Chapter.

· The Information Systems Cybersecurity program faculty members adhere to high standards of learning by routinely educating themselves about contemporary trends and technological advancements within the field of cybersecurity.  Given the highly dynamic nature of the threats faced by modern information technology infrastructure, this is a constant requirement for the cybersecurity professional.  The program adheres to the core value of creativity and innovation by continuously creating new content, enhancing existing courses, and introducing innovation into course delivery.  As an example, faculty members capitalize upon on computer virtualization technologies along with the Blackboard learning management system to expand options for students in the program’s Security+ course.   
· Some of the Certifications held by the faculty include:
· COMPTIA Security+
· Certified Information Systems Security Professional (CISSP)
· Microsoft Security Professional MCP - Security
· Certified Information Security Manager (CISM)

· The Information Systems Cybersecurity faculty members believe their high standards for integrity are a key factor in the dramatic increase in the program's student enrollment. Integrity and professional character are key components in the curriculum for the Information Systems Cybersecurity program.  Students learning how to prevent network intrusion attacks become quite familiar with the techniques used by malevolent actors in this environment, and it is routinely emphasized for students that their knowledge of these techniques should not be used in a malicious fashion simply because the students are knowledgeable of them.

· The Cybersecurity program maintains demanding and strict academic standards for our students in order to maintain academic excellence within the program.  This effort has flowed into the community as evidenced by local companies offering our students internship, permanent hire, promotion, and internal transfer positions based upon the knowledge they have gained from their Information Systems Cybersecurity courses.

· Cybersecurity program faculty treat all students with dignity and respect regardless of their current position in life: current high school students, recent high school graduates, career transition students, or returning veterans, et al. While Collin’s goal is to provide its students with a top notch technical education to provide them a formidable start in a new career, the success of each student requires that the faculty emphasize the importance of individual integrity and accountability while providing an environment that encourages learning-from-failure in order to afford the student’s future employer the best opportunity to achieve its mission critical goals. Finding this balance requires that faculty members demonstrate dignity and respect in the classroom on a daily basis.

· Provide program-specific evidence that documents how the program supports the College’s strategic plan:    https://www.collin.edu/aboutus/strategic_goals.html.  
· The Information Systems Cybersecurity program directly supports Collin College’s strategic plan in a number of ways.  Strategic goal #1 for the 2016 Strategic Plan is to improve academic success by implementing strategies for completion.  The Information Systems Cybersecurity program has instituted three levels of credentials that a student can choose to pursue in order to meet their career objectives.  The AAS degree is a two-year degree (comprising 71-72 semester credit hours) that prepares students for a career in cybersecurity.  Upon completion of the program a graduate will be able to a.) design and install secure network systems based upon customer requirements, b.) monitor and maintain network traffic and security, and c.) maintain network hardware and software.  In addition to these specific technical skills, the program requires students to complete a general education component of 16 semester credit hours to develop a variety of general education competencies including writing, mathematical reasoning, and speech communication skills, among others.  For those students desiring to learn the fundamentals of cybersecurity without pursuing a formal two-year degree, the program offers the Certificate in Information Systems Cybersecurity.  This program requires 39-40 semester credit hours for completion, can be used to round out a student’s prior formal education or career knowledge by focusing each student’s efforts on learning the fundamental tenets of cybersecurity without requiring the general education courses that are present in the AAS degree.  Finally, for those students that may already have made a career change into cybersecurity, the program offers the CISSP Information Systems Cybersecurity Professional Certificate.  This program comprising a total of 15 semester credit hours prepares students to sit for three crucial industry certifications (Network+, Security+, and Certified Information Systems Security Professional (CISSP)).  This collection of industry recognized certifications will allow students to obtain professional level recognition of their expertise in a short amount of time.  By providing multiple levels of completion milestones, students can choose to pursue the program best suited to their current career needs and the most efficient use of their time.

· Collin’s Strategic Goal #2 is to provide access to innovative higher education programs that prepare students for constantly changing academic, societal, and career/workforce opportunities.  The Information Systems Cybersecurity program pursues this goal by routinely updating the content of program coursework.  Recently, program faculty introduced semester projects for ITSY 2300-Information Systems Security and ITSY 2341-Security Management Practices.  These projects present the student with a problem of current interest in the field of cybersecurity.  The students are tasked with providing a solution to the problem that draws upon the lessons learned in that specific course as well as required prerequisite courses.  In addition, faculty members have recently made considerable improvements in the technology covered in ITSY 2301-Firewalls and Network Security with the donation of next-generation firewalls from Palo Alto Networks.  The improvement in the level of instruction that this equipment has provided prompted the faculty to pursue being named Palo Alto Networks Academy.  The development of curricular enhancements such as these ensures that students completing the program are encountering the most modern cybersecurity technologies to ensure relevance with industry needs.

· Collin’s Strategic Goal #3 is to engage faculty, students, and staff in improving a districtwide culture of adherence to the Collin College Core values.  As noted earlier, program faculty members maintain considerable efforts to remain current on the state of cybersecurity industry trends and technologies, participating in service and involvement within the college community and within the wider professional cybersecurity community, exhibit creativity and innovation within their course designs and course delivery methods, encourage academic excellence among program students, treat all students, faculty and staff members with dignity and respect, and maintain an environment of consistently high integrity.  With respect to this latter core value, the Information Systems Cybersecurity program is somewhat unique in that students are routinely investigating how to track down incidents of unapproved penetration of computer network infrastructure.  A byproduct of this knowledge is that program students are routinely learning about techniques and methods used to carry out these attacks.  Program faculty members routinely remind students of the ethical obligation not to utilize this knowledge in a malevolent manner.

· Finally, Collin’s Strategic Goal #4 is to enhance the College’s presence in the community by increasing awareness, cultivating relationships, building partnerships and developing resources to respond to current and future needs.  The Information Systems Cybersecurity program has routinely gone to considerable lengths to reach out to the community via a wide array of initiatives.  First, this program has been instrumental in reaching out to area school districts to offer technical dual credit courses on site at the high schools to provide students an opportunity to learn more about cybersecurity and the career opportunities that exist in this rapidly growing field.  In addition, the program has taught courses onsite at two businesses in the region to make required training available in a timely and convenient format.  The cybersecurity program has reached out to various professional organizations, including the Information Systems Security Association (ISSA) to inform local professionals of the program’s course offerings, and this effort has recently resulted in the development of a student chapter of the ISSA at Collin College.  This student chapter is only the second student chapter of its kind in the United States.  Finally, program faculty members have utilized the relationships in the region to develop a series of regular invited lectures by Information Systems Security professionals on topics of current interest.  This has helped to bring these professionals on campus and it has given them an opportunity to better understand the capabilities of Collin’s cybersecurity program students.

Requested points to address, but not limited to:
· What evidence is there to support assertions made regarding how the program relates to the mission, core values and strategic plan?
· Think broadly-increasing completion, articulation agreements, pathways from high schools, etc.
· Analyze the evidence you provide.  What does it show about the program?

3.   Why we do the things we do: Program relationship to student demand
 Make a case with evidence to show that students want the Degree or Certificate, and are able to complete the program.  
Requested points to address, but not limited to:
	The number of students who completed the award in each of the last 4 years.  
2014 – 36		2015- 57	2016- 66		2017- 46
Refer to Awards.doc or Measure2a_2013-2017_AllAwards_20171013  
· What is the enrollment pattern?   Declining, flat, growing, not exhibiting a stable pattern, please explain. Refer to Measure1b
· The program experienced a decline from 2016 to 2017.
· What are the implications for the next 5 years if the enrollment pattern for the past 4 years continues? 
· We believe the decrease form 2016 -2017 was an aberration, that can be recovered.  We believe that this decline was caused by several factors: new administration transition, an improving job market where a number of students went to full time employment, and a transition in the program due to changing state requirements.  We are observing enrollment increases in classes, and we believe that the award numbers will pick up.
· Describe any actions taken to identify and support students enrolled in program-required courses early in the degree plan. If no actions are taken at the present, please develop and describe a plan to do so. 
· The Division has added a Career Coach and a Workforce Programs Coach as resources that we can use to assist at-risk students, who encounter issues early in the program.  
· The Division has gone to guaranteed classes for core elements of the curriculum, and that has added a necessary stability to students to enable them to complete their programs.
· The Canvas MLS has provided a robust and flexible learning platform, that gives students flexible options to complete the core courses.
· Analyze the evidence you provide.  What does it show about the program?
· Even though enrollment declined last academic year, the overall program enrollment is growing.   The program is still in demand.
· 
4.  WHY WE DO THE THINGS WE DO: PROGRAM RELATIONSHIP TO MARKET DEMAND 
Make a case with evidence to show that employers need and hire the program’s graduates. 
Some resources to utilize for information could be:  Texas Workforce Commission, JobsEQ, O-Net, Career Coach, Tracer2 
Requested points to address, but not limited to:
· How many program-related, entry-level jobs are available in the DFW Metroplex for people with an associate’s degree or certificate?  If the majority of related jobs in the DFW Metroplex require a baccalaureate degree, provide evidence that you have a current signed articulation agreement with one or more transfer institutions or that you plan to develop one. 
There were 127 entry level cyber security positions, listed on the job Board Indeed, on Feb 6, 2018:
	Position
	25 miles of Plano
	Date
	Board
	Level

	Cyber Security Positions
	127
	2/6/2018
	Indeed
	Entry



We have also experienced a number of local employers who have recruited our students for internships that have evolved into full-time positions.  Our Advisory Board has been instrumental in promoting this process.
· What competing programs are in the area, and how does Collin compare?
Dallas County Community College system has a Network Security Option in its Computer Information Technology degree program, is the only other Community College program in North Texas.
· What proportion of the program’s graduates found related employment within six months of graduation?





	Percentage of Program Completers Employed in the Fourth Quarter of the Year Following Completion and Median Fourth Quarter Wages by CIP Code, Award Level, and Year
Collin College Program Review 2017-2018
FY2012 through FY2016

	

	 
	 
	 
	Fiscal Year

	 
	 
	 
	2012
	2013
	2014
	2015
	2016

	CIP Code Title
	CIP-Code
	Award Type
	4TH Qtr Empl Rate
	Median 4th QTR Wages
	4TH Qtr Empl Rate
	Median 4th QTR Wages
	4TH Qtr Empl Rate
	Median 4th QTR Wages
	4TH Qtr Empl Rate
	Median 4th QTR Wages
	4TH Qtr Empl Rate
	Median 4th QTR Wages

	
	
	
	
	
	
	
	
	
	
	
	
	

	Computer and Information Systems Security/Information Assurance
	11.1003
	Assoc
	50%
	 
	67%
	 
	50%
	$13,179 
	76%
	$11,648 
	81%
	$11,200 

	 
	 
	Cert
	67%
	 
	67%
	 
	58%
	$13,179 
	74%
	$11,332 
	84%
	$11,741 


Percentage has been steadily increasing over the past 4 years.  In 4th quarter 2016, over 80% of completers who desired employment, found it.

From Appendix 3.

· How do salaries of program completers compare to those for high school graduates and baccalaureate holders?
In 2016 the U.S. Bureau of Labor Statistics reported a median annual wage of $49,390 for Computer Support Specialists, including Cyber Security specialists, with no degree, a median annual wage of $62,670 for Computer Support Specialists with an Associate’s degree and a median annual wage of $79,700 for Network and computer systems administrators with a Bachelor’s degree.  Refer to Appendix L – Market Demand

· What changes are anticipated in market demand in the next 5 years?  Do program completers meet, exceed, or fall short of local employment demand?  How will the program address under- or over-supply?
· In 2016 the U.S. Bureau of Labor Statistics predicted a 13.5% increase in Computer related occupations by 2026. There are higher increases predicted in some areas such as Information Security.  Computer Network support and Computer User support are predicted to increase by 8 – 11%.
· In 2014 the Texas Workforce commission predicted an increase of 11.8% in Data Processing related jobs in Dallas County and an increase of 19.7% within Texas by 2024.

	Refer to Appendix L – Market Demand

· Identify and discuss the program’s strengths and weaknesses related to market demand.
Based on the market demand, one weakness of our program is that it does not provide enough graduates to meet the current market demand. It is still viable and it is providing a significant resource to industry. The courses in the program contain current technological concepts and provide students with relevant skills.  	 

Our program provides students with the fundamental and advanced skills needed in today’s workforce. We actively seek input from our faculty, advisory board, and other industry experts regarding which content is most important and relevant to offer in our courses. We add new content whenever possible and advise students to stay abreast of new developments. 
Technological change is rapid and challenging to predict. With limited credit hours allowed it is difficult to include all relevant technologies in the program. 

· Analyze the evidence you provide.  What does it show about the program?
· The program is providing a valuable resource, capable graduates, to the markets it serves.  The knowledge and skills of the graduates is relevant to today’s market.  However we need to find ways to respond to technological advancements, primarily how to include new concepts into existing courses.



Section II.  Are We Doing Things Right?

5. HOW EFFECTIVE IS OUR CURRICULUM, AND HOW DO WE KNOW?

A. Make a case with evidence that there are no curricular barriers to completion. Review data related to course enrollments, course retention rates, course success rates, and the frequency with which courses are scheduled to identify barriers to program completion. 
Requested points to address, but not limited to:
· Number of students who completed the program awards in each of the last 4 years?  If the number of graduates does not average 5 or more per year, describe your plan to increase completions and address this issue in the Continuous Improvement Plan (CIP).
			2014 – 36		2015- 57		2016- 66		2017- 46                                                                                           
	Refer to Awards.doc or Measure2a_2013-2017_AllAwards_20171013

· At what point(s) are substantive percentages of students dropping out of the program?  Use data in the “Program-Based Course Performance” tool to examine enrollment flow through the program curriculum.  Does the data suggest any curricular barriers to completion?  Address problems in the CIP.

· A review of the course performance algorithm, does not show any specific points where students are dropping from the program.  As expected, as the program progresses, the number of students begins to drop, but this is typical of most program.  If there is a course where students, may run into a roadblock, it may be CCNA 2, but the passing rate for that course is still above 75%.

· Review course enrollment patterns, course retention rates, course success rates, and the frequency with which courses are scheduled to identify barriers to program completion.  Address problems in the CIP.

· As regards the security classes, we are not seeing enrollment pattern issues.  We have had some transition issues with the Windows Server classes, specifically as we transitioned from windows 2012 to 2016, but the issues are being worked.  In the Fall, those issue will disappear entirely, as Spring 2017 will be the last semester the Windows 2012 classes will be offered.
· Analyze the evidence you provide.  What does it show about the program?
· The data shows that students who are starting the program, are persevering and completing either the Associates or the Certificate program.   Our program at Collin, is one of the few programs of its kind in the area, and is also a very affordable program.  As long as the demand for cyber security professionals is maintained and growing, the program numbers should increase.  The dip that occurred this year in completions, can be attributed to transitions in the program, and the movement of students from the program to full time employment.  Our challenge will be to stress to the recent students who have suspended their studies, the importance of completing their respective programs.

B. Show evidence that the THECB standards listed below have been met.  For any standard not met, describe the plan for bringing the program into compliance.

1. Credit Hour Standard: There are no more than 60 credit hours in the program plan. 
Number of semester credit hours (SCH) in the program plan:  __60___. 
If there are more than 60 SCH in the plan, show revised degree and certificate plans. Work with the program’s curriculum coordinator to bring the revised program plans to the Curriculum Advisory Board (CAB).

2. Completers Standard: Average 25 completers over the last five years or an average of at least five completers per year.
Number of completers:  __212______ in last five years. Refer to Measure2a_2013-2017_AllAwards_20171013
If below the state standard, attach a plan for raising the number of completers by addressing barriers to completion and/or by increasing the number of student enrolled in the program. Definition of completer—Student has met the requirements for a degree or certificate (Level I or II)

3. Licensure Standard: 90% of test takers pass licensure exams.
If applicable, include the licensure pass rate: ______N/A__________
For any pass rate below 90%, describe a plan for raising the pass rate.

4. Retention Standard: 78% of students enrolled in program courses on the census date should still be enrolled on the last class day (grades of A through F).
For the ITSY Security courses the retention is above 90%, except for the Capstone course, which is mean to be a very challenging course.  An area that will be worked, in concert with the rest of the department, is adding emphasis to writing skills, that should resolve some of the issues encountered in that course. Issues in Network+ are being mitigated as the new curriculum is being implemented.  There is also an issue with the CCNA2 class, a traditionally difficult courses that are being addressed by the Network program.

C.   Make a case with evidence that the program curriculum is current.
Requested points to address, but not limited to:
· How does the program curriculum compare to curricula at other schools?  Review programs at two or more comparable colleges. Discuss what was learned and what new ideas for improvement were gained.
The only significant competition to Collin’s program at the Associate’s degree level in the north Texas region comes from Richland College which has a degree program focused upon Digital Forensics and Secure Coding with specializations in Cybercrime and Information Assurance.  The forensics program at Richland focuses upon the identification of evidence of criminal activity after it has taken place, making this program a strong complement to the efforts of law enforcement officials following a cyber-intrusion event into a network.  At Collin, the focus of our program is more network administration centric.  Our efforts train students to “stand watch” by implementing effective security policies and monitoring network traffic to prevent cyber intrusions or to act quickly to mitigate the potential damage following unauthorized access to a network.  Effectively, Richland’s program prepares students to closely support law enforcement, and Collin’s program prepares students to support IT departments at target organizations.

· How does the program curriculum align with any professional association standards or guidelines that may exist?
The department’s decision to pursue being named as a Palo Alto Networks Academy and the resulting introduction of Palo Alto Networks ‘ next generation firewalls in the ITSY 2301 – Firewalls and Network Security course, we have made a significant stride to ensure that our students are staying current with the most up-to-date technology available to businesses to secure their networks.  The department continues to work diligently to ensure that the students completing this program have learned industry relevant skills.

· Is the curriculum subject to external accreditation? If so, list the accrediting body and the most recent accreditation for your program.
No.
· If the program curriculum differs significantly from these benchmarks, explain how the Collin College curriculum benefits students and other college constituents.

D.  Present evidence from advisory committee minutes, attendance, and composition that the advisory committee includes employers who are actively engaged on the committee and who are representative of area employers.
1.  How many employers does your advisory committee have?   12
2.  How many employers attended the last two meetings?   6
3.  How has the advisory committee impacted the program over the last four years (including latest trends, directions, and insights into latest technologies)?  
a. Board members have been instrumental in working with the college, through the Career Coaches to get paid internships and Coop opportunities.
b. The Board has identified future faculty talent, that has assisted the program’s growth.
c. The Board has facilitated scholarships and program funding for Cybersecurity Camps for Middle-High School age students, and enhanced classroom materials and equipment.

d. Impacts from our Advisory Group Meetings have been the following:
i. Enhanced job and career opportunities for students.
ii. Strengthened course delivery by identifying additional faculty prospects.
iii. Enabled at-risk students to complete the program through scholarships and internships. 



4.  Briefly summarize the curriculum recommendations made by the advisory committee over the last four years. 
· Put more emphasis on communication, specifically written communication.
The feedback at the past couple of Advisory Board meetings, is that industry is looking for professionals who can communicate clearly, both verbally via presentation and in writing.  Many audit functions require that clients be briefed about issues and shortcomings, and that the recommendations issued must clear and concise. There is a district-wide effort underway to designate certain sections of ENGL 1301 for students in the workforce degree programs that will serve to increase dedicated lab exercises using industry level communication. Decision was also made to incorporate communication assignments across the curriculum assessment of which will be based on rubrics developed jointly by the English faculty and workforce faculty.

· Emphasize view of the overall picture, so translate goals into actionable plans.
Another issue that has been brought up through the Advisory Board meetings, is the difficulty in translating recommendations in actionable solutions on the part of the clients.  Clients do not fully understand how the technical analysis of the Security professionals can be applied to their business situations.  More emphasis on applying those skills, prior to the Capstone classes will need to be addressed.

· Look at incorporating more risk-management into the program.
A big part being a Cyber-Security professional is being to relay risk-assessment analysis back to clients.  While the topic of risk-assessment is dealt with discretely in several courses, it is the opinion of the Security Advisory Board that more emphasis needs to be placed students apply risk-analysis principle and methods in a case environment.  We will begin to look at how we can incorporate that recommendation into our existing curriculum.

E.  For any required program courses where there is a pattern of low enrollment (fewer than 15 students), explain your plan to grow        enrollment and/or revise the curriculum.
	The only course in the program where enrollment was an issue was ITSY 2572 – The CISSP class. In the past year, that class has been updated, and has moved to the Weekend College, and enrolment has improved by 40%, from last year.  We will be working with the Continuing Education Team, to also increase enrollment.  This is the only class that delivers the CISSP in a true Classroom style, and for the lowest cost of its kind.  The CISSP is a required and coveted Security Certification, and we expect the enrollments to increase as the course progresses.


F.  Make the case with evidence that the required courses in the program are offered in an appropriate sequence and at appropriate            intervals to enable students to complete “on time” for students enrolled full-time and following the degree plan.
	The department made the decision to align course offerings with the recommended schedule for a full-time student that appears in the Collin College catalog.  Many entry-level and high-demand courses are offered routinely during Fall, Spring and Summer terms (and in many cases multiple sections are offered each term), but for the higher level classes, the importance of students knowing when a course will be offered is critical to helping students maintain momentum toward completion while ensuring sufficient numbers of students for courses to run on a routine basis.  For these latter courses, we actively choose not to run additional sections if we know that demand in the semester we are committed to offer the course might be cannibalized.  We believe that this decision is starting to gain traction in the Cybersecurity program and that this approach is proving beneficial to students as the program’s enrollment grows. 

G.  Make a case with evidence that the program is well managed.  
Requested points to address, but not limited to: (Definitions of data elements can be found on CougarWeb under Workplace>Institutional Effectiveness>Program Review>Institutional Research Files for Program Review [in the right-hand column].)
· Student/Faculty Ratios
· Ref Measure 4
· Typically, ratios run from 15 -20 student/teacher ratio.  Classes require a minimum of 10 students, and have an upper limit of 20 students.  Classes with more than 20, are on-line classes, and are an exception.
· Average Class Size 
· Ref Measure 4

	Course
	Avg

	ITSY 1400\1300
	19

	ITSY 2300
	23

	ITSY 2301
	19

	ITSY 2341
	24

	ITSY 2342
	21

	ITSY 2343
	17

	ITSY 2371
	19

	ITSY 2572 (CISSP)
	13



· Unduplicated, actual, annual enrollment data
· FY2013 – 328,  FY2014 – 393, FY2015 – 362, FY2016 – 347, FY2017 – 382
· Ref Measure `1b
· Grade Distributions 
· Reference Measure 6
· Contact Hours Taught by Full-Time and Part-Time Faculty
· Reference measure 7.  Cybersecurity is embedded in the Networking Discipline.
· Identify all courses that have a success rate below 75%.  If any of these are core courses, visit with the discipline lead for the course(s) in question to determine whether or not the content of the course(s) is appropriate to the workforce program outcomes.  Using assessment evidence and instructor observations, identify the student learning outcomes that are the greatest challenges for students in courses with low success rates.  Explain what instructional and other intervention(s) might improve success rates for each identified course. 
· While there were a few sections that dipped below 75%, it was due to a couple of failures in a low census class.  The follow-up sections always rebounded.
· How well are general education requirements integrated with the technical coursework?  
· All General Education Requirements have been incorporated into the curriculum, in accordance with directives.
· Student satisfaction:  What evidence do you have that students are satisfied with the program?  What kinds of complaints are made to the associate dean/director by program students?  
· Instructor evaluations have been very favorable.
· Course enrollments have grown steadily in the core courses, and students are now starting to get to the concluding and capstone courses.  Additional departmental surveys are planned to assess this measure.


6.   HOW EFFECTIVELY DO WE COMMUNICATE, AND HOW DO WE KNOW?

A.  Provide website URLs (for both the program website and the catalog information posted by the Curriculum Office):   If no program website is available, describe plans for creation of website.
· Degree and Certificate information can be found on Pages 150 -151 of the 2017-18 Spring Catalog.
· The same information can be found on the Collin college Website under WorkForce Programs: 
· http://www.collin.edu/academics/programs/pdf/info_system_cybersecurity.pdf

B.	Make a case with evidence that the program literature and electronic sites are current, provide an accurate representation of the program, and support the program’s recruitment plan, retention plan and completion plan.  
Requested points to address, but not limited to:
· Demonstrate how the unit solicits student feedback regarding its website and literature and how it incorporates that feedback to make improvements.
· The Collin College Web Services Department, with inputs from the Associate Dean’s office maintains the website content.
· Better promotional tools must be developed. Addition of Program Career Coaches have begun to help in program promotion to some extent.
· [bookmark: _GoBack]Designate who is responsible for monitoring and maintaining the unit’s website, and describe processes in place to ensure that information is current, accurate, relevant, and available.
· The Assistant to the Associate Dean and the Department Administrator monitor the site for the department.
 
C.  Describe the process used to keep all program literature (course descriptions, degree plans, catalog entries, etc.) and electronic sites updated and aligned with College literature and sites.
On an annual basis, during the Spring Semester, all programs are reviewed in the Department, and any proposed changes go through CAB and Division management for approval.  Any changes that are required are first submitted by faculty, and then reviewed and edited as required by the Division Management.  This includes any changes to program literature and Web Site postings.
D.  In the Program Literature Review Table, below, document that the elements of information listed on the website and in brochures (current academic calendars, grading policies, course syllabi, program handouts, program tuition costs and additional fees, description of articulation agreements, availability of courses and awards, and local job demand in related fields) were verified for currency, accuracy, relevance, and are readily available to students and the public.


Program Literature Review Table
	Title
	Type (i.e. URLs, brochures, handouts, etc.)
	Date of Last Review/Update
	
	Responsible Party

	AAS – Information Systems Cybersecurity
	Brochure

	March 2017
	X Current
X Accurate
X Relevant
X Available
	Department Administrator

	Certificate Level 1 – Information Systems Cybersecurity
	Brochure
	March 2017
	X Current
X Accurate
X Relevant
X Available
	Department Administrator

	Certificate Level 1 – CISSP Information Systems Cybersecurity Professional
	Brochure
	March 2017
	X Current
X Accurate
X Relevant
X Available
	Department Administrator




7. How well are we leveraging partnership resources and building relationships, and how do we know?

A.  Make a case that the program enlists business, industry, government, college, university, community, and/or consultant partnerships to advance the program outcomes.
	Requested points to address, but not limited to:
· Partnership types include:  Co-op or internship sites; visiting class presenters; tours of facilities; facility use; equipment donors; dedicated program scholarship donors; mentors, association affiliation, other.
· The Cyber Security program has been very successful in securing various internships, co-ops and scholarship funds from area businesses and organizations.
· Some notable examples are:
· State Farm Insurance - $10,000 grant FY 2015
· North-Texas ISSA Scholarship funds of $7,000 for FY 2016, $8,500 FY 2017
· See Table below for a partial list of Co-ops and Internships.
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B.  Complete the Partnership Resources Table, below.
Primary self-study questions were adapted from Academic Program Review “Structuring the Six Self Study Questions “, Michigan State University, 2008.                                          35

Partnership Resources Table
	Partner
	Description (See Points to Consider)
	Briefly Describe Partnership Value to Program

	Cyber Defense Labs
	Cybersecurity Consulting 
	Has sponsored several Co-op and Internships

	Ernst and Young
	Major Consulting Firm
	Sponsored several Internships

	Carollo Engineers, Inc.
	Information Technology Support Org
	Sponsored Recent Co-op




8. ARE WE HIRING QUALIFIED FACULTY AND ADJUNCTS, AND SUPPORTING THEM WELL WITH PROFESSIONAL DEVELOPMENT?
Make a case with evidence that faculty are qualified, keep current, and advance the program and the College.  List program employees (full-time and part-time), their roles, credentials, and known professional development activity in the last four years.
Requested points to address, but not limited to:
· Document that all faculty meet SACSCOC standards in the table (or add an appendix**)
· Professional development related to discipline and/or teaching
· Related scholarly efforts by program faculty
· Outreach and engagement efforts
· Analyze the evidence you provide.  What does it show about the program?

Refer to Instructor Credential Document


	Employee Name
	Role in Program
	Credentials
	Professional Development since Last Program Review**

	
	
	
	

	
	
	
	


 Employee Resources Table
**For convenience, if providing a listing of professional development activities, this list may be included in this document as an appendix.




9. DO WE SUPPORT THE PROGRAM WELL WITH FACILITIES, EQUIPMENT, AND THEIR MAINTENANCE AND REPLACEMENT,
AND HOW DO WE KNOW?
Make a case with evidence that current deficiencies or potential deficiencies related to program facilities, equipment, maintenance, replacement, plans, or budgets pose important barriers to program or student success.  As part of your response, complete the resources tables, below, to support your narrative.
Requested points to address, but not limited to:
· The useful life of structures and equipment, 
· Special structural requirements, and 
· Anticipated technology changes impacting equipment sooner than usual.
· If you plan to include new or renovated facilities or replacement of equipment in your program improvement plan in Sections 13 & 14, be sure to justify the need in this section with qualitative and/or quantitative data evidence of the need. 
· Analyze the evidence provided.  What does this show about the program?

Refer to Facilities Document

Classroom Utilization Table
	Classroom/Lab  Location
	Description 
(i.e. Special Characteristics)
	Meets Needs (Y or N)
Current          For Next 5 Years
	Analysis of Classroom Utilization

	
	
	
	
	

	
	
	
	
	






Equipment/Technology Table
	Significant Pieces of Equipment
	Description 
(i.e. Special Characteristics)
	Meets Needs (Y or N):
Current          For Next 5 Years
	Analysis of Equipment Utilization

	
	
	
	
	

	
	
	
	
	






Office Space Table 
	Office Location
	Description
	Meets Needs (Y or N):
Current          For Next 5 Years
	Analysis of Office Utilization

	
	
	
	
	

	
	
	
	
	



Financial Resources Table
	Source of Funds
(i.e. college budget, grant, etc.)
	Meets Needs (Y or N):
Current          For Next 5 Years
	For any no in columns 2 or 3, explain why
	For any no in columns 2 or 3, identify expected source of additional funds

	
	
	
	
	

	
	
	
	
	



Section III.  Continuous Improvement Plan (CIP)
10. GIVEN OUR PRESENT STATUS, HOW DO WE INTEND TO CHANGE IN WAYS THAT HELP US ADVANCE?  
Based on the information, analysis, and discussion that have been presented up to this point, summarize the strengths and weaknesses of this program.  There should be no surprise issues here!  This response should be based on information from prior sections of this document.  Describe specific actions the faculty intends to take to capitalize on the strengths, mitigate the weaknesses, and improve student success.  



11.  HOW WILL WE EVALUATE OUR SUCCESS? 
Program review at Collin College takes place within five-year cycles.  During the last (fifth) year of each cycle, the program completes this instrument and submits its completed review to the Program Review Steering Committee.  There are two two-year CIP cycles within each five-year program review cycle.  As part of the fifth year program review, the program should use the observations and data generated by this process along with data from other relevant assessment activities to develop the program’s CIP and an action plan for the first two-year CIP cycle.  At the conclusion of the first two-year CIP cycle, data collected from the first cycle, plus any other relevant data that was collected in the interim, should be used to build on the accomplishments of the first two-year CIP cycle by developing another two-year action plan for the second CIP cycle to help the program accomplish the expected outcomes established in its CIP.

Complete the Continuous Improvement Plan (CIP) tables that follow.

Within the context of the information gleaned in this review process and any other relevant data, identify program priorities for the next two years, including at least one student learning outcome, and focus on these priorities to formulate your CIP.  You may also add short-term administrative, technological, assessment, resource or professional development outcomes as needed.

CIP Outcomes, Measures & Targets Table
The Cybersecurity program grew from the Computer Networking program, and so much of the CIP for the program is tied to the Computer Networking Program CIP.
The CIP will be updated to reflect the changes in the Linux and Windows Server programs.

	A. Outcomes(s)
Results expected in this department/program
	B. Measure(s)
The instrument or process used to measure results
	C. Target(s)
The level of success expected

	1.) Demonstrate proficiency in routing protocols (ITCC 1374-CCNA 2)
	Final Grade in ITCC 1374.
	Appropriate Rubric (Min. 70% Assessment).

	2.) Demonstrate proficiency with Cybersecurity policies learned throughout the course by successfully developing a security policy for a small business of 20 or fewer employees.  (ITSY 2300-Operating System Security)
	Final Project in ITSY 2300.
	Appropriate Rubric (Min. 70% Assessment)

	3.) Demonstrate proficiency in installation and configuration of Linux operating systems.  (ITSC 1316-Linux Installation and Configuration)
	Lab #6 in ITSC 1316.
	Appropriate Rubric (Min. 70% Assessment)

	4.) Demonstrate proficiency in implementing a Microsoft Server 2016 environment by implementing remote access policies.  (ITMT 1372-Windos Server 2016 Server Installation)
	Lab in ITMT 1372
	Appropriate Rubric (Min. 70% Assessment)

	5.) Demonstrate proficiency in planning and implementing a Microsoft Windows Server 2008 environment by applying security to a Microsoft Active Directory Network, including modifying account policies.  (ITMT 1373-Windows Server 2016 Configuration.)
	Lab in ITMT 1373
	Appropriate Rubric (Min. 70% Assessment)

	6. Demonstrate increase in program completion
	IRO CBM document
	An increase of at least 10 more completers from 2017




Implementation of the action plan laid out in the CIP Cycle 1 Table will begin during the next academic year.
CIP Cycle 1 Table
	 Outcomes
(From Outcomes, Measures & Targets Table)


Results expected in this program/department
	 Action Plan
(Review Cycle Year 5)
Based on analysis, identify action(s) to be taken to accomplish outcome.
	 Implement Action Plan
(Review Cycle Year 1)

Implement action plan and collect data.
	Results Summary
(Review Cycle Year 2)


Summarize collected data.
	Findings
(Review Cycle Year 2)

What does data say about outcome(s)?

	1.) Demonstrate proficiency in routing protocols (ITCC 1374-CCNA 2)
	Computer Networking faculty have chosen to consolidation three AAS degrees into one degree with three concentration/specialization track options. This will be implemented Fall 2017.
	
	Fall 2012, Spring 2013, Summer 2013: Skills Test- 114 out of 116 (98%) met std.  Average=84.1, High=100, Low=0.

Final- 108 out of 116 (93%) met std.  Average=78.6, High=100, Low=0.


Fall 2013, Spring 2014: Skills Test-128 of 134 (96%) met std.  Average=90.9, High=100, Low=0.

Final- 115 out of 134 (86%) met std.  Average=78.6, High=100, Low=0.

Fall 2014, Spring 2015 and Summer 2015
Skills Test-71 of 92 met std.  Average=83, High=100, Low=0.

Final- 68 out of 92 met std.  Average=74, High=100, Low=0.

----------------------------------
Fall 2015, Spring 2016, Summer 2016
Skills Test-124 of 126 met std.  Average=88, High=100, Low=0.

Final- 96 out of 126 met std.  Average=74, High=100, Low=0.




	2012-2013 Academic Year: Students met standard.










2013-2014 Academic year: Students met standard.









2014-2015 Academic Year: Students met standard.










2015-2016 Academic Year: Students met standard.

	2.) Demonstrate proficiency with Cybersecurity policies learned throughout the course by successfully developing a security policy for a small business of 20 or fewer employees.  (ITSY 2300-Operating System Security
	
	
	Fall 2012: 25 out of 29 (86%) met std.   Average=76.7, high=100, Low=0.

Spring 2013: 22 out of 26 (85%) met std.  Average=86.5, High=100, Low=0.


Fall 2013: 37 out of 53 (70%) met std.  Average=71, High=100, Low=0.

Spring 2014: 15 out of 20 (75%) met std.  Average=73, High=100, Low=0.




Fall 2014, Spring 2015   
53 of 63 met standard          Average: 84                   High: 100, Low: 0
 --------------------------------
Fall 2015, Spring 2016
77 of 80 met standard          Average: 100                   High: 100, Low: 0

	2012-2013 Academic Year: Students met standard.







2013-2014 Academic Year: Students met standard.








2014-2015 Academic Year: Students met standard.


2015-2016 Academic Year: Students met standard.

	3.) Demonstrate proficiency in installation and configuration of Linux operating systems.  (ITSC 1316-Linux Installation and Configuration)
	
	
	Fall 2012: 17 out of 22 (77%) met std.  Average=77.3, High=100, Low=0.

Spring 2013: 20 out of 23 (87%) met std.  Average=87, High=100, Low=0.


Fall 2013: 19 of 28 (68%) met std.  Average= 67.9, High=100, Low=0

Spring 2014: 17 out of 21 (81%) met std.  Average=81, High=100, Low=0.





-------------------------------------
Fall 2014, Spring 2015 
30 of 45 met std.  Average=74, High=100, Low=0.

----------------------------------
Fall 2015,  Spring 2016
50 of 61 met std.  Average=83, High=100, Low=0
	


2013-2014 Academic Year: Students met standard.  (73% of students over entire academic year met the std.  Known problem for two students in Fall ’13 was addressed and did not recur in Spring ’14.)





2014-2015 Academic Year: Students met standard.

2015-2016 Academic Year: Students met standard.

	4.) Demonstrate proficiency in implementing a Microsoft Windows Server 2008 environment by implementing remote access policies.  (ITMT 2351-Windos Server 2008 Server Administrator)
	
	
	Fall 2012: 13 of 22 (59%) met std.  Average=60.8, High=80, Low=0.







Fall 2013: 9 out of 17 (53%) met std.  Average=67.1, High=80, Low=35.









 ----------------------------------------
Fall 2014, Spring 2015 
16 of 19 met std.  Average=84, High=100, Low=0.

----------------------------------
Fall 2015,  Spring 2016
13 of 17 met std.  Average=68, High=100, Low=0
	2012-2013 Academic Year: Students did NOT meet standard.  New lab #3 in ITMT 2451 was introduced in Fall 2012.  Results from that section were reviewed in Spring 2013 and the decision was made to gather one more section of data.

2013-2014 Academic Year: Students did NOT meet standard.  In Spring ‘14, the faculty decided to change how Lab #3 was configured and used, and they opted to present the material leading up to this lab differently when this course was taught in Fall ‘14.


2014-2015 Academic Year: Students met standard.




2015-2016 Academic Year: Students met standard.

	5.) Demonstrate proficiency in planning and implementing a Microsoft Windows Server 2008 environment by applying security to a Microsoft Active Directory Network, including modifying account policies.  (ITMT 2301-Windows Server 2008 Network Infrastructure Configuration.)
	
	
	Fall 2012: 69 out of 73 (95%) met std.  Average=90.5, High=100, Low=0.





Fall 2013: 62 out of 64 (97%) met std.  Average= 92.6, High=100, Low=60.

Spring 2014: 16 out of 22 (73%) met std.  Average= 71.5, High=80, Low=45.

-------------------------------------
Fall 2014, Spring 2015 
29 of 38 met std.  Average= 95, High=80, Low=45.

----------------------------------
Fall 2015,  Spring 2016
17 of 20 met std.  Average= 100, High=100, Low=100.

	2012-2013 Academic Year: Students met standard.  New Lab #4 implemented for this academic year.  Faculty felt that the initial use of the lab in Fall ’12 went well.


2013-2014 Academic Year: Students met standard.







2014-2015 Academic Year: Students met standard.




2015-2016 Academic Year: Students met standard.

	

	
	
	
	






Development of a CIP Cycle 2 action plan in the following table will occur at the end of the CIP Cycle 1 and implantation will begin during the third year of the program review cycle.
CIP Cycle 2 Table
	 Outcomes
(May come from CIP Cycle 1 Table or from the Outcomes, Measures & Targets Table if it includes any expected outcomes that were not address during CIP Cycle 1)
Results expected in this program/department
	 Adapt Action Plan
(Review Cycle Year 2)
Based on analysis, identify new action(s) or adapt prior actions to accomplish outcome.
	Implement Action Plan
(Review Cycle Year 3)


Implement new or adapted action plan and collect data
	Results Summary
(Review cycle Year 4)



Summarize collected data.
	Findings
(Review Cycle Year 4)


What does data say about outcome?
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12.  HOW DO OUR IMPROVEMENT PLANS IMPACT THE PROGRAM BUDGET?
A.  What additional funding beyond the program’s base budget is needed to implement your Continuous Improvement Plan? 
Briefly describe steps your department will take to secure these funds.
The department and the Cybersecurity program are actively exploring opportunities for Grant Money and Partnership arrangements.  We are also anticipating additional resources with the new expansions from the recently passed bond issue.
As a department, we will partner with the division to develop more comprehensive growth plans to enhance and expand the program.

B. With these additional funds, please explain how funds will be used to improve student learning or other program outcomes. 
See possible examples below:
· 
· Increase and retain enrollment
· Increase completers
· Develop resources
· Update facilities
· Expand curricular opportunities
· Partner to increase post-graduation employment opportunities
· Increase transfers to related baccalaureate institutions
· Increase effectiveness and/or efficiency
· Improve student performance levels
· Expand or transform services
· Anything else? Briefly describe.



As a department, we have undergone a re-orientation of our planning for future expenditures, since the passage of the bond issue last spring.  Some items we may look at are investing in additional resources to enhance the student learning experience with more advanced lab opportunities.  We are looking at enhanced Web training exercises for that purpose.
Another area is funding for Faculty training opportunities and professional development specifically in this discipline.  Rather than compete for very limited funding at the College level, we would like to administer our dedicated resources for that purpose.




What happens next?  The Program Review Report Pathway

A. Following approval by the Steering Committee, 
· Program Review Reports will be evaluated by the Leadership Team;
· Reports will be posted on the intranet prior to fall semester;
· At any point prior to Intranet posting, reports may be sent back for additional development by the department.

B. Program responses to the Program Review Steering Committee recommendations received by August 1st will be posted with the Program Review Report.
C. Leadership Team members will work with program supervisors to incorporate Program Review findings into planning and activity changes during the next five years.
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